Of organizations surveyed, 98% use open source software.

Of organizations surveyed, 95% are concerned about software security.

Of organizations surveyed, 76% currently have a level of SBOM readiness.

Of organizations surveyed, 47% are using SBOMs today.

SBOM use will increase by 66% for organizations in 2022.

Based on organizations surveyed, it’s forecasted 78% will use SBOMs in 2022.

Based on organizations surveyed, it’s forecasted 88% will use SBOMs in 2023.

Of organizations using SBOMs today, 74% produce AND consume SBOMs.

#1 ACTION: Get a vulnerability reporting system in order to better secure your software supply chain.

#1 ACTION: Use SBOMS to better secure your software supply chain.

When producing SBOMs...

#1 BENEFIT: developers better understand dependencies.

When consuming SBOMs...

#1 BENEFIT: better support for compliance and reporting.
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