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Digital Customer
Onboarding Is Broken

causing financial exclusion

(

or more of good customers are rejected due to vendor
orchestration rules and automated system false-positives
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Risk-based Approach:
5 liability indemnification of up to

$100M
\

Why s Instnt ?
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Managed Service
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Why s Instnt ?

Low/No Code Integration
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Pay for performance

Why s Instnt ?
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Centralized Identity Management

e Sovereign

e Issuers are Verifiers

o |[dentifiers /
e Portability :

e Privacy
e Cybersecurity Risk
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Decentralized Identity Managemeh\

e Self-Sovereign

e Issuers and Verifiers
e |dentities

e Portability

e Privacy
e Cybersecurity Risk
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Mlnstnt ’?\

Access™

Hybrid centralized/decentralized
Implementation building on Instnt Accept
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Portable KYC and frictionless
compliance
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Why /m? \

Governance frameworks and
standardized level-of-assurance LoA
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Why /m? \

Passwordless Login
Product Silos
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The Ecosystem
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—"  Foundation

e Distributed Ledger Technology / Blockchain
e Decentralized ID (DID)

e DIDComm protocol

e Verifiable Credential (VC)

e Level of Assurance (LOA)

e JSON-LD Schema
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Decentralized ID (DID) \

Scheme

~
did:example:123456789%9abcdefghi

e I S ——
DID Method DID Method-Specific Identifier

Permanent

Resolvable
Cryptographically verifiable
Decentralized
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DID Architecture

refers to
recorded on

DID Subject

contains

Verifiable
DID URL

Data
Registry

resolves to
refers and

dereferences to !

\ 4

DID Document recorded on

DID Controller
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—  Verifiable Credential

Verifiable Credential Verifiable Presentation

Credential Metadata Presentation Metadata

Claim(s) Verifiable Credential(s)

Proof(s) Proof(s)
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Roles and Information Flow

Issuer issue credentials H OI-der Send presentation Ve rifier
(Instnt)

(End user)

issues VC

Verify identifiers
and use schemas

acquires, stores,
presents VC

Verifiable Data Registry

maintain DIDs, schemas &
credential definitions

(Instnt's customer)

verifies VC

Verify identifiers
and schemas
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Hyperledger Tools & Frameworks

Linux Foundation Leadership

THE
l- LINUX
FOUMDATION
|
/(% CLOUD NATIVE
OLE ORANG  AuTormmive P ".@de SOMPUTING FauNGATON
4 HYPERLEDGER

Permissionable
smart contract
machine (EVIM)

" HYPERLEDGER

ARIES

Infrasiructure o

paar-i0-poer

ireractions

Community Stewardship and Technical, Legal, Marketing, Organizational Infrastructure

Frameworks
"" HYPERLEDGER s=sms| HYPERLEDGER HYPERLEDGER HYPERLEDGER m HYPERLEDGER
X% FABRIC 2° | GRID INDY IROHA @ SAWTOOTH
Permissicned Webassembly-based Decentralized Mobile application Permissioned &
with channel support project for building identity focus permissionless support;
supply chain solutions EVM transaction family
Tools
HYPERLEDGER f HYPERLEDGER HYPERLEDGER i = HY F-I.Eﬂﬂ!l = HYPERLEDGER +
CALIPER CELLO @ COMPOSER WWEXPLORER Buif QUILT J SR URSA
Blockchain As-a-sarvice Model and View and Ledger Shared
ramawark benchmark deployment build blockchain explore data on interoperability Cryptographic
platiarm networks the blockchain Library
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Hyperledger
ldentity Stack

Hyperledger
Ursa

(Crypto Library)
e

Application Layer

Hyperledger Aries (client side components)
(Agent Protocol and Wallet Services)

Agent Implementations (Server-side & Mobile) @
=
£

Agent Frameworks Static Agent l;
c

Messaging Layer and Default Message %

Families

> Wallet Interface & Default Implementations 28
7N £

Resolver Interface =
2>
2

did:peer Resolver g
5 A
Hyperledger Indy (blockchain side) || Storage

Indy Resolver

|

{——> Indy Node

Plenum (BFT Ledger)

+«— other
resolvers
too

Layer (sqlite,
Postgres, ...)

4
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Trust Framework

TolP Technology Stack

Layer 4

Layer 3

Layer 2

Layer 1

Application Ecosystems

:lll

2o

Fal

Example: f‘
Jogol

Credential s %
o, B R
Issuer *""“ — Verifier

Holder

Fon

"" Trust B =
Peer-to-Peer Communication
DID
= Connection
Agent/Wallet Agent/Wallet

il
1]

Interoperable

DID method 1

DID method 2 r'if\l
Utility 2 .f' ."

Utility 1

TolP Governance Stack

Ecosystem Governance Frameworks

& I

Ecosystem

" Governs/Certifies Roles ~
Governing Ecosystem
Authority Framework

Trust Task Governance Frameworks
: .
: . g W%

e Credential
" Governs/Certifies E“é;‘;’;ge'
Governing Credential = o 8
Authority Framework == a
Agent/Wallet Governance Frameworks
a_~ _ — -3
Wﬂ E "‘":lr ;ﬁ‘-?,él
}.,{' Il = E Agent/Wallet § 4
" Governs/Certifies pr;;:j:r =
Governing Agent/Wallet Q@i
Authority Framework : .

Utility Governance Frameworks
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== Utility
m G s/Certifi Operator
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—  Perfect Synergy

Instnt provides identity assurance which is a
critical precursor of Identity management

With the help of Hyperledger tools Instnt now
enables end user to own their identity
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Enabling Instnt Access

' Customers enable Access on
Instnt Dashboard

AAAAAA

Users store credentials In

Instnt powered wallet
—
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How It works

13:19 8 w T

AcmeBank

O

Know where you stand

One look at our SFE“d'“ﬁ
Metleriﬁland rqu‘i know how

aA # dev.acmebank.org ¢

ZInstnt



Single sighup

0 s

Applemart

¥

Credentials

w

vd

Issued: Mar 31, 2023

‘Applemart .Fast, Convenient, Easy.

plemaft account, allows premium services for your business ang
your clients at every step of the

J l i
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Instnt

Dashboard

7 Instnt accept”

Workflows
Transactions
(a
Analytics
Webhooks

Manage Users

< All Transactions

Justification - Summary

Justification

+ This transaction was approved.

POSITIVE

Profile Details pa103 @ city matches

Name: Ramona Hawkins

Email: rh@aol.com PE100 Email matches
Mobile: +18505903218

Date of Birth: 1950-01-01 LastName exact match
National ID; ***-**-3123

Address: 9 Ridgewood St.
Romulus, MI 41874

Name matches

PP100 l,. Phone number matches

Transaction Details

Timestamp: 2023-04-02T19:14:10.2351132
Transaction ID: 6794a69a-fc86-425d-8c3c-1d6137f808b8
Workflow ID: vI654776992594072

()

NEGATIVE

Justin Admin

NEUTRAL

EE102 Email address is free

PE101 Email valid and mainDomain

PN102 _.. Mame is a person

ppi0z Xa Phone age > 180 days
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\ e Fraud loss indemnification
W I n S t nt e Frictionless onboarding
e Portable KYC
e Open Standards

Be n efi ts e Managed service

e Account Monitoring

-
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FRAUD EXPOSURE* OPEX COST
Instnt helped a

leading retail (Without Instnt) $10.8M $516K $11.3M
lender drive
$1 1 M 0 f frau d With Instnt $0 $7M $7M

losses to Zero

TOTAL COST SAVINGS WITH INSTNT: $4.3M

TOTAL FUNDED
CUSTOMER

and

accommodated
growth with up to [EHEREE SR
S20M in fraud
loss liability shift | 90K [68%] $188M

| 7 X
7 Instnt TOTAL GAINS WITH INSTNTE $24.2M,
74

APPROVALS
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The Road Ahead

e |ETF Governance Framework
e Standardization of KYC Level-of-Assurance \
e Digital Services Marketplace

e Partnership with OSS communities
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More Customers.
Less Friction.
Zero Fraud Losses.

In Minutes. /

https://www.instnt.org/book-a-demo

™



https://www.instnt.org/request-a-demo

